ELECTRONIC FILING PILOT PROJECT PLAN - MARION COUNTY, INDIANA

STATEMENT OF PURPOSE

Pursuant to Administrative Rule 16 and Trial Rule 77, the Marion Superior Court and the

Marion County Circuit Court (Marion County Courts), are authorized to establish practices and procedures for the filing, signing, verification and service of pleadings and papers, and sending notices, by electronic means. 

The judges and the clerk of the Marion Superior Court and the Marion County Circuit Court have determined that an electronic filing system would advance efficiency in the Clerk's offices and the courts, and that members of the public and bar would be well served by such a system. 

The Marion Superior Court and Marion County Circuit Court hereby adopt this proposal, hereinafter referred to as the e-Filing Project, for an electronic filing and service system in Marion County, to be submitted to the Division of State Court Administration for its approval. The Marion Superior Court and the Marion County Circuit Court acknowledge that the Division of State Court Administration may modify the pilot project requirements at any time.

The Project proposes to implement electronic filing for Civil Collections (CC) and Mortgage Foreclosure (MF) case types using the Lexis-Nexis File & Serve System (LNFS), in conjunction with the courts' case management system, JUSTIS, both of which already exist for the posting of Trial Rule 77(K) information. The LNFS is a web-based system providing subscription access as well as public access.

Administrative Rule 16 Appendix Section I

DEFINITIONS
The following terms in this plan shall be defined as follows: 

(1) “Electronic Filing Service Provider” (EFSP) means the service provided by Lexis-Nexis for e-filing and e-service of documents via the Internet. The service may be accessed via the internet or in person using Public Access Terminal at the courthouse or at other locations.

 (2) “Public Access Terminal” means a publicly accessible computer provided for the purposes of allowing e-filing and viewing of public court records. The public access terminal shall be located in the Marion County Clerk’s office at the courthouse or at other locations and made available during normal business hours in the Marion County Clerk’s office.
 (3) “Electronic Filing” (e-file) means the electronic transmission of documents to the court, and from the court, for the purposes of filing.

 (4) “Electronic Service” (e-service) means the electronic transmission of documents to a party, attorney or representative under these rules.  Electronic service does not include service of process or summons to gain jurisdiction over persons or property. 

Administrative Rule 16 Appendix Section II

ELEMENTS OF PROJECT

The proposed plan provides the following elements required by the Appendix to Administrative Rule 16, Section II:

A. System Compatibility. 

The Project will be built onto the base of the Marion County JUSTIS system and the existing Marion County Lexis-Nexis File & Serve System (LNFS). Various Attorneys, the Clerk's Office, the Courts and internal Marion County staff already use the LNFS system for the Civil Mass Tort litigation (Asbestos - MI case type) in Civil Room D02. The Project will use and enhance many features already in place with the LNFS, including:

1. User registration and Security. LNFS relies on proven, industry standard security mechanisms to assure transactions are handled appropriately. LNFS offers a “judicial grade” level of security with three layers of barriers and monitoring to ensure proper care, custody, and control. Security exists at the (1) user, (2) document/case, and (3) network/facilities levels. From secure password access to 24/7 automated monitoring, and physical constraints to access, LNFS is highly secure. Further, a series of failover protocols assure that data is protected against loss or corruption. Every user is assigned a unique user name and password. This includes secretaries, paralegals and other support staff, as well as attorneys. Support staff uses their own username and password to file on behalf of attorneys at their firm. LNFS also maintains internal procedures to validate users during registration. In addition, each court and law firm can establish one or more users as firm administrators. Firm administrators have the authority to add and remove users from the respective court or law firm account as necessary.
County Judicial Officers (Judges, Magistrates and Commissioners) along with Court Staff and Clerk staff will have their own “grade” level layered security ensuring that appropriate access to system features and accessibility is based on the users security group that they belong to. 
2. JUSTIS Integration. Automated and implemented in the LNFS to include the update of existing cases CCS (Chronological Case Summaries) entries due to online ticket payment via the LNFS. The system currently updates various processes including events, disposition, dockets and financial information for the Asbestos Mass Tort litigation.

3. Case Information Maintenance and Presentation. The LNFS product provides a robust means for courts and firms to maintain case files.  As a single provider hosted solution, users can submit and receive documents securely via the File & Serve system, but flexible case and file maintenance, client status and personal preferences are also key parts to LNFS
4. Order Entry by Judges.  Judge Review functionality within LNFS allows judges, or their designees (Judicial Officers, Commissioners, Magistrates), to review proposed orders and automatically convert them to signed orders and issue them back out to the appropriate parties. Orders can be issued as proposed, rejected, or with revisions and attachments. Built-in flexibility of Judge Review enables courts to setup workflow routing to meet their specific needs based on filing types. Once accepted, the Order can be configured for automatic docketing to the clerk’s office case management system. 

5. Billing Support.  LNFS offers credit card or account billing to its law firm clients and automated collection and payment for courts using an Automated Clearing House process. When a law firm electronically files a document, court clerks review the filing and accept or reject each document and approve the filing fee amount due. If there are any edits performed during the clerk review process to court fees, an adjustment is made to the court transaction. Once an e-filed document is accepted, the Direct Payment Process begins. LNFS electronically transfers court filing fees via an overnight process to the designated financial institution through the U.S. Federal Reserve Bank’s Automated Clearing House (ACH) payment system (Direct Payment). Law firm clients are then billed for reimbursement to LNFS.
6. Alert Processing and Notification. Provided via email notification as requested by the user/subscriber.

7. Security.  LexisNexis File & Serve incorporates a robust set of security measures to protect the integrity of the documents and data managed by the system.  See attachment 8 for additional details on System Architecture and security measures. The underlying focus for security measures include:

· Managing access to documents and the case information.

· Assuring the reliability and availability of the system so that information is always available.

· And preventing the loss, corruption, or destruction of documents and data.

8. Infrastructure/Architecture. LNFS is built on Microsoft .NET architecture and utilizes XML-based exchange protocols such as LegalXML ECF 1.1. LNFS architecture is implemented on industry standard HP Proliant SMP (symmetrical multiple processor) servers utilizing Microsoft Windows 2003 and Isilon’s enterprise storage system. All components in the LNFS application environment have, at minimum, two points of redundancy and critical processes have additional levels of redundancy. All critical databases are housed on a clustered server. The cluster services user requests and additionally replicates each transaction to another standby server. In the event of a critical failure in the cluster server, the standby server can quickly become the active server with minimal impact on the customer.  Filers are able to file 24 hours a day/ 7 days a week.  Additionally, LNFS’ Customer Service is available 24/7, 365 days a year. See Attachment 8 for additional details on System Architecture and Disaster Recovery capabilities.

9.   Look and Feel. The Project will mirror the existing Marion County Mass Tort LNFS. Many of the screens and processes in the current system will be utilized and enhanced to incorporate the new E-filing screens and processes for the new case types.

B. User Hardware and Software Requirements.

1) Individual access. Attorneys in Marion County who practice in the Federal Court are required to file electronically. Therefore, many attorneys already have the hardware and software required to file electronically. The Project, as it is web-based, will require the following (Note:  Recommendations are also listed):

	
	Minimum Requirements
	Recommended Requirements
	Recommendation Notes

	Browser1
	• Microsoft Internet Explorer IE 6.0
•Netscape Navigator 7.1 ¹

• Safari for Macintosh
	Microsoft Internet Explorer 7.0 or later
	

	Word
Processor
	Microsoft Word 2000 OR Corel WordPerfect v. 9.0
	Microsoft Word 2003 or Corel WordPerfect 11
	

	Text
Viewer
	Adobe Acrobat 5 (Reader only; available at no charge)
	Adobe Acrobat 6 (full version)
	Use of the full version allows users to create PDF files and increase the speed of filing large documents.

	Internet
Connection Speed
	56 KBps modem per user
	Broadband connections such as DSL or cable modem
	Large documents may take a long time to upload with slow connections.

	Scanner
	HP ScanJet-compatible
	Automatic document feeder
	

	Scanner Software
	Should be capable of creating Multi-page TIFFs, PDFs, and 200 x 200 resolution documents
	Adobe Acrobat writer full version
	

	Email
	One email account/address for each user
	No limitation on email message size (consult law firm IT staff for details)
	


Marion County Court’s Information Technology Department will publish and make known any additional hardware and software needs and specifications/guidelines for various users based on volume of submissions. This information will be made known to attorneys well in advance of their need to file electronically in the Marion County Courts.
2) Public access. The Project will also include publicly available computer terminals in the Marion County Clerk’s office or other locations, which will provide all required hardware and software for filing by self-represented litigants or others who may require temporary use of the terminals to file case documents. Procedures will be created by Marion County Clerk’s office to provide adequate access to the electronic filing system on the public access terminal.
C. System Users. 

1) Filer Information - Parties shall e-file a document either:

a) By registering to use the EFSP; or 
b) In person, by electronically filing through the Public Access Terminal.  Parties filing in this manner shall be responsible for furnishing the pleading or instrument on an IBM formatted 3 1/2" computer disk, CD ROM, or any other disk or electronic media compatible with the clerk's office-system to be uploaded in person.
For the purposes of accessing the EFSP over the Internet, the following users are authorized to register as EFSP users: 
a) Licensed attorneys and their staff, including paralegals, secretaries 

b) Pro hac vice attorneys 

c) Judges and their staff 

d) Court administrative staff, including technical support staff 

e) Self-represented litigants
f) Other public users, including media representatives  
2) Registration Requirements

a) All users of the e-filing system shall execute an user agreement with the Circuit and Superior Courts of Marion County pursuant to AR16 C.

b) Persons who are authorized users and who desire to e-file or e-serve shall register with the EFSP.  Upon receipt by the EFSP of a properly executed click-through user agreement, the EFSP shall assign to the user a confidential login and password to the system. Additional authorized users may be added at any time. No attorney or other user shall knowingly authorize or permit his or her username or password to be utilized by anyone.

c) Registered users of the system shall notify the EFSP within 10-days of any change in firm name, delivery address, fax number or email address. 
d) Registrants will be issued a login and password upon fulfilling the registration requirements for the LNFS, outlined in the Registered User Agreement, identified as Attachment 2. Registrants shall not knowingly permit or cause to permit the password to be used by anyone other than an authorized agent of the registrant. New registrants will be invited to participate in the electronic filing training program, which will be conducted by LNFS on a regular basis in the Marion County Government Complex. The schedules for training sessions shall be posted on the Marion County Courts website and the LNFS website. 
e) Registered users are bound by the Registered User Agreement, which will be posted on the LNFS, and registration also constitutes the following:

i) The registrant's consent to receive service and/or notice electronically and a waiver of the right to receive service and/or notice by personal delivery or first class mail, including notice of the entry of an order or judgment under Trial Rule 72, except with regard to service of a summons and complaint under Trial Rules 4-4.17.

ii) An affirmation that the registrant will endeavor to file all documents electronically.

iii) The registrant is responsible for all transactions under his or her password and is obligated to notify the Web Administrator if his or her password is compromised.

D. Eligible Cases. 
Marion County proposes the following case/implementation schedule:

1) CC and MF cases. For all cases filed electronically in Case Types CC (Civil Collections) and MF (Mortgage Foreclosure) in the Marion County Circuit Court and the Civil Division of the Marion Superior Court, except as otherwise ordered, the official record of the court, for all documents filed on or after the "Start Date" is the electronic record maintained by the Clerk. The Clerk shall establish an electronic Record of Judgments and Orders as provided by Trial Rule 77(D). The estimated start dates for the Circuit and Civil Division in Marion County shall be as follows:

a) Circuit Court, Civil Division Rooms One, Two, Three, Four, Five, Six, Seven, Ten, Eleven, Twelve, Thirteen and Fourteen: _ April 1, 2010
b) The start dates for the pilot project implementation shall be set during the system's development and testing phase and will be communicated to State Court Administration.
2) All documents submitted in a hard copy format by any person on or after the Start Date, including documents submitted by persons proceeding in forma pauperis must be imaged into an electronic form. Once imaged, with the exception of documents ordered sealed by the court, all such documents shall be destroyed in accordance with the procedure authorized by the clerk's office and the clerk will not maintain hard copies of any documents filed in connection with any case. 
3) Documents filed before the above date will not be converted to an electronic format unless otherwise ordered by the court.

4) All Other Case Types. For all other case types filed in the Circuit or Superior Courts, all documents shall be filed, served and stored conventionally.
5) Additional Case Types Designated for Future Electronic Filing. The Marion County Courts and Clerk may in the future direct that additional case types shall be subject to the procedures for electronic filing. Notice of the Courts' and Clerk's actions in this regard shall be referred to the Division of State Court Administration for approval and then, if approved, posted in each of the Clerk's offices and on the LNFS at least thirty (30) days before the effective date of such action.
E. Fees. 

Local Ordinance and partial prior approval of the Division of State Court Administration set the proposed fees for the Project.

1) The LNFS shall collect all filing fees due at the time of the commencement of a case via an electronic transaction. The fees so collected by LNFS shall be collected, maintained, and accounted for pursuant to Marion County Ordinance and all existing procedures as approved by the Indiana State Board of Accounts. 

2) Fees due for electronic filing and service of documents shall be charged to each registered user at the end of each calendar month. These fees will be charged and collected by LNFS. Fees for electronic filings via public access terminal in the clerk's office shall be paid at the time of filing.

3) Fees as assessed by the Clerk’s office for copies.

4) Persons who have been determined by court order to be indigent in a case shall not be required to pay fees for electronic filing or service in that case.

5) The Schedule of Fees and Charges for electronic filing and service are proposed as follows for Mortgage Foreclosure and Collections Cases:

	LexisNexis® File & Serve - Pricing Sheet**

	MARION COUNTY – MORTGAGE FORECLOSURE  & COLLECTIONS CASES

	FILING DOCUMENTS WITH THE COURT & E-SERVICE TO REGISTERED USERS*

	Filing and e-service into a single case
	$35 PER case for Collections Cases

$55 PER case for Mortgage Foreclosure Cases

	OFFLINE SERVICE DELIVERY & METHODS


	U.S. Mail delivery to case parties (via 1st Class mail)


	$6.00 per transaction—plus $0.30 per page, per firm and applicable postage and delivery fees.

	Fax service delivery
	$6.00 per transaction—plus $0.50 per page, per firm

	U.S. Mail Cancellation Fee
	2% of total fee, minimum $250, plus costs for any U.S. Mail deliveries that cannot be stopped in time


* Additional pricing for optional features and services
 Prices do not include statutory court fees.
**Pricing quoted here is an estimate and not the final pricing agreed upon between LNFS and Marion County.
F. Document Preservation. 

This section includes both maintenance of the official electronic court record as well as future archival procedures.

1) Conformance with Administrative Rule 6(C) General Standards. The LNFS will ensure complete compliance with AR 6 (C) and that records generated by, or received by, the courts are preserved in accordance with the applicable record retention schedules.
a) Retention of documents in electronically filed cases during the initial review phase of the pilot project
For the initial review phase of two months in the electronic filing pilot project, the clerk shall make a paper copy of all electronically filed documents, and maintain all filed documents in paper form in accordance with the Administrative Rules 6 and 7 and all other applicable law. 
2) Conformance with Administrative Rule 6(E) (3)(b). The LNFS will ensure complete compliance with AR 6 (E) (3)(B).

a) Permanency. The following standards on permanency shall apply for digital imaging: Storage and quality control standards apply only to Digital Masters and not to digital duplicates.
b) Availability on System. All case documents and Files within the LNFS will be available as required until two years after the possibility of an appeal has been reached. At that point, the Documents and Files will be archived and retained in this archived state as required by Administrative Rules 6 and 8. These archived files and documents will be available for recovery as requested through online screens and the Clerk's Office. Additionally, all Electronic Documents and Files including active and archived files will be backed up on electronic media on a nightly basis, with these nightly files retained by LNFS. Backup and recovery procedures will be documented by Lexis-Nexis. These procedures will be reviewed annually to insure compliance with current statutes, court rules and procedures.
G. Local Rules. 

Attached as Attachment 1 to the Project Plan are the local rules necessary to aid in the implementation of the Project.

H. Forms. 

The necessary forms are identified as follows:

1) Attachment 2 – User Registration Form. 

2) Attachment 3 – Declaration that party was unable to file in a timely manner. 

3) Attachment 4 – Schedule of Fees and Charges.

4) Attachment 5 – Certificate of Service.

I. Security.  
1) The filing and service of legal documents is an important process that deserves a higher level of security than other types of more casual communications, like the sharing of personal or business information.  LNFS incorporates a robust set of security measures to protect the integrity of the documents and data managed by the system.  The underlying focus for security measures include:

a) Managing access to documents and the case information

b) Assuring the reliability and availability of the system so that information is always available

c) And preventing the loss, corruption, or destruction of documents and data.

2) All servers are behind up to four secure devices (firewalls, secure switches, NAT load balancers, etc); additionally each server has a redundant network connection to ensure its availability. The number of devices that a server is behind depends on what its function in the network is. Servers that users interact with directly are behind a switch, firewall, and NAT load balancers. These servers contain no user information in the form of data or documents. Servers that contain user data or documents are further removed from the Internet by another network. Additionally, access to the production network for LexisNexis employees is limited to the operations staff and secured by a VPN device.
3) Additional network security is provided by an Intrusion Detection System (IDS). The IDS monitors all network activity and alerts the operations staff to network traffic that could be unauthorized.
4) Also, additional server security is provided by weekly Vulnerability Assessment scans. The VA scans are run against all internet facing servers to verify that there are no known security vulnerabilities present.  In the case that vulnerability is identified, the operations staff is alerted immediately so that the vulnerability can be corrected.
5) All traffic entering and exiting a server is scanned real-time for viruses, worms and other potentially harmful files. In the event that a harmful file is found, the operations staff is alerted immediately so proper action can be taken. All servers are updated on a daily basis with the latest anti-virus signatures.

J. Proof of Service. 

The original complaint and summons shall be filed electronically with the clerk.  The filing of a case electronically is voluntary and at the discretion of the filing party.  The filing party has the option of filing a case in the traditional manner, in the Marion County Clerk’s Office between the hours of 8:00 A.M. and 4:00 P.M.  A party may not electronically serve a summons and complaint, but instead must perfect service according to Trial Rule 4-4.17.

1) Service by Sheriff.  The filer has the option of choosing service by Sheriff.  The copies of the complaint and summons, or any other documents such as a citation or order to appear, necessary for service by sheriff upon the defendants shall be supplied by the filing party and delivered to the office of the Clerk.  The filer must provide a copy of the complaint with three (3) copies of the summons, along with a check made out to the Marion County Sheriff’s Department with the appropriate cause number listed on the check.  The copies of the complaint and summons or other documents shall be forwarded to the sheriff for service and return. The return of service shall be entered into the case management system electronically.  After return of service, the clerk shall scan each summons, citation or order to appear into electronic image and the paper original will be retained until such time as it may be discarded.
2) Service by Certified Mail. The clerk will electronically issue a summons, citation or order to appear, for service by certified mail.  The return of service shall be entered into the case management system electronically by the clerk and the document shall be scanned into an electronic image and the paper original retained until such time as it may be discarded.

3) Electronic Case filings after initial pleadings. The LNFS will electronically serve a copy of each document filed upon each attorney who has appeared in the case who is registered for the LNFS. The LNFS will generate a "Notice of Electronic Filing and Service" when any document is filed and served. This notice represents proof of filing and service of the document on parties who are registered participants with the LNFS.

The filing party shall not be required to conventionally serve any document on any party receiving electronic service.
4) Conventional service after initial pleadings. The filing party shall also conventionally serve those parties not designated or able to receive electronic notice or service but who are nevertheless entitled to notice of said pleading or other document in accordance with the Indiana Rules of Civil Procedure and the Marion County Rules of Civil Procedure. In such cases, the filing party shall also file a Certificate of Service (see Attachment 5). The filing party shall confirm the "Notice of Electronic Filing and Service" with the party list to make sure all parties entitled to service have received service of the filing.

5) Electronic Service after initial pleadings. When a document is filed electronically, LNFS automatically records the time and date of submission.  At the conclusion of a successful filing or service, LNFS provides electronic confirmation to the filer or initiator of service. The confirmation includes the time and date the submission is received by the system. The acknowledgment receipt provides real-time certification that the Court received the filing. LNFS provides a real-time proof of service summary to the initiator of service. This allows the user to view an up-to-date report indicating the current status of each service delivery attempt.
6) Service by Private Process Servers.  The filer also has the option of choosing to have the complaint and summons served by private process servers.  If this option is chosen, the traditional process for service by private process servers should be followed.  The filer can then either scan the return of service into LNFS, or bring the return of service to the clerk to be entered into the case management system and scanned into an electronic image.  The paper original will be retained until such time as it may be discarded.
K. Legal XML Compliance. 

The Online Docket and Electronic Filing System will support remote XML content feeds via Open Content Syndication. This will include Legal XML at the level required, and as supported by the information and data available within the JUSTIS System and LNFS. The LNFS intent is to follow the current Administrative Rule 9 and wherever possible OASIS approved standards for the Web Services, Service Interaction Profile Specification, Legal XML Schema and Electronic Case Filing (ECF) Specifications for the case types and processes the Project implements, and also as additional case types and processes are implemented.

L. Proposed User Agreement(s), Forms, Other Documents. 

The forms identified in Section II, H above include the Proposed User Agreement, which mirrors the current User Agreement for use of the LNFS for CCS and electronic ticket payment options. The User Agreement, Attachment 1, outlines the methods by which a user name and password are disseminated and monitored.

M. A Proposed Implementation Plan and Schedule. 

1) After approval of the content of the project from the Division of State Court Administration, Marion County will outline a schedule for implementing the Project. The proposed start date of implementation is September 14th, 2009. Included in the schedule will be training of court staff and members of the bar to ensure a smooth transition. 

2) Procedures and training will be defined for all users of the system, which will also define each person's responsibilities to comply with standards and quality control. All filed documents will flow through the Marion County Clerk's Office, which will be responsible for review and acceptance. 
3) Training for staff of the Court and Clerk's Office will cover the following topics:

i. Computer requirements for external registered users - recommended computer programs, versions and requirements.
ii. Detailed procedures and process flows for each type of document to be filed, and also including all policies and responsibilities for compliance and quality standards, including a review of all relevant court rules.
With an assumption that this eFile Plan will be approved by December 1st, 2009 we would anticipate a Live Date by April 1, 2010.  The following is a suggested Project Plan to include User Acceptance Test and Pilot Production Period during this timeframe:

	Phases & Primary Responsibility
	Task
	Date or Timeframe prior to Live Date
	Additional Notes

	Approval of e-file Project by Administrative Directive

(Court)
	Court would issue an administrative directive implementing an e-file solution in Marion County Circuit Court
	
	

	Approval of Implementation Plan

(Court)
	Clerk’s Office to review and sign Implementation Plan


	
	

	Approval of rules incorporating changes to the electronic filing project.  
	
	
	

	Automated Clearing House (ACH) Authorization Form
	Clerk’s Office to complete, sign and return to LexisNexis
	
	ACH allows for automated transfer of statutory fees from LexisNexis to the Court’s bank account directly upon acceptance of each e-filed transaction. 

LexisNexis will bill attorneys monthly for statutory and e-filing fees.

	Bar contact and education

(LexisNexis File & Serve)
	Upon acceptance of the Plan , LexisNexis File & Serve team will contact those participants named in cases to begin education and training.


	
	1. Signup Assistance

2. Data verification.

3. Training opportunities

4. E-file Seminar scheduled prior to live date.

	E-file Seminar for Attorney Participants

(LexisNexis File & Serve)
	LexisNexis File & Serve team will hold an e-file Seminar for all attorneys involved in cases designated as an e-file case.
	5-10 days prior to Live Date

Actual date(s) to be determined
	Attorneys will obtain information pertaining to the implementation project, timeframe for live, training plan, vendor contacts, etc. 

	Data Verification Process

(LexisNexis File & Serve and Court)


	Data verification may occur for all cases designated as an e-file case.
	
	Data verification forms are sent by LexisNexis File & Serve to all case participants to validate correct data information prior to live date if the verification process will assist LexisNexis Data Integrity in loading case data.

	Final Data Pull

(Court’s MIS Department)


	Additional data will be provided to LexisNexis Data Integrity team to begin the final process of loading updated data into LexisNexis File & Serve.
	3 days
	Final data pull for most updated data possible prior to live date.

	Public Access Terminal (PAT) available

(Clerk’s Office at Superior Court)
	Clerk’s Office should provide Public Access Terminal (PAT).
	
	PAT is a clerk-provided terminal for all non-registered users, newly added parties, or Pro Se litigants to file documents electronically (paper documents scanned by the Court or uploaded from disk).

	Court Training

(LexisNexis File & Serve)
	LexisNexis File & Serve team will train the Clerk’s Office and Administration staff on all processes prior to Live Date.  
	
	If there is a Training Room available, multiple classes may be held per day or classes may occur at each user’s desk.

	Law Firm Training

(LexisNexis File & Serve)


	LexisNexis File & Serve team will provide training for law firms.  Web training will be primary method of training attorneys by offering specific classes.

On-site training may be available as needed.
	
	

	Cases loaded into LexisNexis File & Serve
	LexisNexis File & Serve Data Integrity team will load all newly pulled data.
	3 days
	

	LIVE DATE
	All cases ready for efiling, and all case participants signed up for LexisNexis File & Serve.
	
	A LexisNexis File & Serve representative will be onsite for Live Date supporting the Clerk’s Office and the Court, providing assistance where needed.

	E-file Advisory Committee Meeting
	The Committee should meet 90 days post live date to discuss and document the successes and lessons learned from the expansion project.
	90 days post live date
	This committee will participate in an evaluation and assessment of the expansion project


N. Accessibility by Self-Represented Litigants. 

1) Pro se litigants may file documents conventionally by presenting it to the clerk or to a party in paper or other non-electronic format. The pro se litigant using the public access terminal available in the Clerk's office for this purpose, will then convert these documents to an image document. After completion of scanning and filing, the original paper document shall remain in the custody of the pro se litigant. If the original documents cannot be scanned into a legible electronic document, then the originals shall be placed into the case file and a notation of that action shall be placed onto the CCS. The filing party shall serve these documents as provided Trial Rule 5. 

2) If a pro se litigant mails a paper document to the clerk for filing, the clerk’s office will scan and electronically file the document. The original may then be returned to the filing party if a stamped self-addressed envelope is provided. If no return envelope is provided, the original documents shall be handled as per normal court operating procedures.

O. Performance Measures. 

The system performance will be monitored in several areas, both in the Pilot Operation as well as during the Ongoing Operation, if approved. These areas will include Functional Performance, Transactional Response Performance and the final area is Reliability and Availability. The Implementation Plan referenced in Section II, M above, will include both a User Acceptance Test Period and a Pilot Production Period.

1) Functional Performance. The Attorneys, Judges, Clerks and other personnel that elect to participate in the Pilot implementation of the system will initially evaluate functional performance during the Pilot Period.

a) For functional reporting, Pilot Personnel (court and law firm users) will receive on-site training on LNFS.  After receiving product and procedure training on LNFS, Pilot Personnel will then evaluate the system performance following the launch of the program.  
b) Personnel will document and track any issues encountered, including but not limited to: system downtime, documents failing to convert, accounting issues, service delivery/confirmation.  
c) Issues will be documented and tracked by Pilot Personnel contacting LNFS Customer Support via phone or e-mail, providing the Customer Support rep with the details of the issue.  
d) Customer Support will create a Webstar ticket (trouble ticket) for the specific issue, using a classification code specific to the Marion County e-file program.  
e) Each issue will receive a unique Webstar ticket number and tickets can be monitored through reports based on open and resolved tickets.  Tickets will be prioritized on the basis of the number of users impacted by the issue and/or the urgency of the issue (time-sensitive filing, for example).  
f) After full implementation of the chosen case types, issues will continue to be documented and tracked in the same manner.
g) Customer Support. Additional details in Attachment 7.

i) Phone support will be provided by LNFS Customer Support and is available 24 hours day, 7 days a week, 365 days a year.  This Customer Support group can address a user’s questions or issues, and if the issue or question cannot be resolved by the call-taker, the call-taker will create a Webstar ticket to have the issue routed to personnel who can resolve the issue.
ii) Users can also access the “self-help” section of LNFS by going to the online Resource Center (customer extranet), which is available on the LNFS site.  The Resource Center will contain valuable tools for both court and law firm users, including detailed user guides, pricing information, links to weekly web classes, Customer Support contact information, and any special notices or best practices that a court would like to post.
2) Transactional Response Performance. Transactional response performance will be monitored and measured on a regular basis.  Transactions will be evaluated, and addressed as required. Many of the tools for measuring transaction throughput and response are already in place for the Mass Tort Docket and these same tools will be used for monitoring the Electronic Filing system for the CC-MF dockets.

3) Reliability and Availability. Reliability and availability will be tracked by measuring the downtime as a percentage of the possible available service hours. The measurements will be broken down by overall availability, and with a separate measurement for availability during normal business hours. Targeted availability goals will be established in advance by the user group, and reported on monthly.

Administrative Rule 16 Appendix Section III

CONTENT/ SUBSTANTIVE REQUIREMENTS 

Pursuant to the Appendix to Administrative Rule 16, Section III, the following content is incorporated into the proposed Project Plan:

A. Eligible Users. 

1) All Indiana Attorneys in good standing are eligible to register as Filing Users by executing the User Registration Agreement Form, Attachment 2, referenced in Section II, H above.

2) The attorney will provide his or her name, address, telephone number, Internet e-mail address, and a declaration that the attorney is admitted to the bar. 
3) Filing Users must notify the Clerk of the Court in writing within 30 days of any change of address, electronic or otherwise. Filing registered users must update any change of details on the LNFS.
B. Registration Obligations. 

The User Agreement identifies the privileges and responsibilities of the Registered Users for the Project. As provided in the Agreement, by executing the agreement, the User consents to service of all filings by electronic means, including Orders, and waives conventional service, with the exception of service of summons and related documents pursuant to Trial Rules 4-4.17.

C. Public Accessibility. 

Public remote access to documents filed through the LNFS shall be available through the Public Access via the Internet provided by the LNFS. Individuals shall also have access at terminals located in each of the offices of the court clerk, during regular business hours of the clerk's offices.

Conventional copies and certified copies of documents may be purchased at the offices of the clerk during regular business hours and upon payment of the customary copying fees prescribed by the clerk.

D. General Format Requirements. 

Unless otherwise permitted by this Project, or otherwise authorized by the judicial officer assigned to a particular case, all documents submitted for filing after the Start Date in the Circuit or Civil Division Courts in CC and MF type cases, no matter when the case was originally filed, may be filed electronically using the LNFS.

1) General Format. Electronically filed documents must meet the same requirements of format as documents "conventionally filed" and pursuant to Trial Rule LR49TR-204 of the Marion County Rules of Civil Procedure and the Indiana Trial Rules. Electronically filed documents may contain hyperlink references to an external document as a convenient mechanism for accessing material cited in the document. Attorneys wishing to insert hyperlinks into documents shall continue to use the traditional method of citation to authority in addition to the hyperlink provided. The hyperlink is merely a convenience to the court and the material referenced is extraneous to the file and not a part of the court's record.

2) Combination of documents. All documents which form a part of a single submission and which are being filed at the same time and by the same party may be electronically filed together under one document filing, e.g., the motion, supporting affidavits, memorandum in support, designation of evidence, and exhibits. In order to file a document that requires leave of court, such as an amended pleading or a document to be filed late, the proposed document shall be attached as an exhibit to a motion. Form Orders, which are submitted for the court's convenience under Local Rule LR49-AR16-3113(B), shall be submitted as exhibits to motions.

3) Large documents. Large documents that do not exist in an electronic format shall be scanned into .PDF format and filed electronically as separate attachments. Public access terminal will be available in each clerk's office for use by the public and the bar in scanning and saving image files if needed.

4) Documents not capable of being scanned. Exhibits and other documents that cannot be converted to a legible electronic form, such as videotapes, x -rays, and similar materials may be filed manually. The filing party shall electronically file a Notice of Manual Filing (See Attachment 2) as a notation to be placed on the CCS that a filing has been made and being held in the clerk's office. The filing party shall serve the documents conventionally, if required.

5) Clerk Review. 
a) LNFS offers the ability to enable clerks to review each incoming filing for both new cases and pleadings.  The program also allows for the clerk to accept or reject the submission, assess proper statutory fees, create calendar events, and send filing comments back to the filing firm. 
b) For new cases e-filed, the clerk will use a combination of LNFS and JUSTIS to assign the cause number and courtroom.  The clerk will pull up the new e-filed case on LNFS but prior to entering a case number on LNFS, the clerk will go into JUSTIS and enter the minimum requirements to generate a cause number and courtroom.  Upon creation of the cause number and courtroom in JUSTIS, the clerk will “copy” the cause number (via a mouse right-click copy) and then toggle over to LNFS and “paste” the cause number in the Case Number field on LNFS.  This procedure will reduce the possibility of typographical errors during clerk review.  On LNFS, the clerk will select the courtroom/division, review the e-filed documents, assess necessary statutory filing fees, accept the documents for docketing, and enter any necessary calendar events.  Once clerk review of a new case is completed, the LNFS program will send an e-mail notice of the filing to the submitter and authorizer, which will include the cause number, fee information, and calendar event information.  The e-filed case will then be downloaded to JUSTIS that night as part of the nightly document download.
c) For subsequent pleadings, the clerk can manually review each filing into the court, following a similar process to the one above (with the exception of not needing to create a cause number in JUSTIS).  Pleadings can be reviewed and accepted or rejected, statutory or certified mail fees can be assessed, and calendar events can be added.   
d) All accepted documents will be file stamped with the filing date and time, e-file transaction ID, and other fields of information selected by the court.  Samples of document stamps used by other courts will be provided to Marion County prior to the pilot launch.
6) Orders and Judgments. 
a) All orders shall be filed electronically. Any order entered electronically without the original signature of a judicial officer has the same force and effect as if the judicial officer had affixed the judicial officer's signature to a paper copy of the order and it had been entered on the docket in a conventional manner. The judicial officer may grant routine orders by way of a text entry upon the CCS. In such a case, no further document will issue and the CCS entry shall indicate that the Court will issue no further written order. The CCS order shall carry the same weight and authority as a written order signed by the judicial officer. 

b) Judge Review functionality lets judges, or their designees (other Judicial Officers, Commissioners, Magistrates), review proposed orders and automatically convert them to signed orders and issue them back out to the appropriate parties. Orders can be issued as proposed, rejected, or with revisions and attachments. Built-in flexibility of Judge Review enables courts to setup workflow routing to meet their specific needs based on filing types. Once accepted, the Order can be configured for automatic docketing to the clerk’s office case management system.

c) A hardcopy version of all judgments shall be entered in the Court's Record of Judgments and Orders, pursuant to Trial Rule 77(D). Orders shall be served electronically or conventionally depending upon whether the parties are designated users.

7) Training – Additional training details are available in Attachment 6 – Training Plan
a) Court Training. In developing the pilot implementation plan, LNFS will work with the court to create an e-file training program for court users.  On-site court training will be conducted by LNFS personnel, and will include training on the program’s specific functionalities (clerk review, judge review, Inbox, Searches, Tracked Items, etc).  The training schedule will be developed with the court, but generally occurs in the two weeks prior to the launch date.  In addition to the pre-launch training, LNFS personnel will also be on-site during the launch week for additional training and support.  In the weeks following the launch, court training will primarily be done via telephonic and web-based support, with regularly scheduled on-site follow-up by LNFS personnel.

b) Law Firm Training. In developing the pilot implementation plans, LNFS will work with the court to set up on-site training dates and times for law firms to come to the court and/or Indianapolis Bar Association to receive training.  On-site training at the court or Indianapolis Bar location will be conducted by LNFS personnel and will include training on the Inbox, e-filing and e-service, Tracked Items, etc.  The training schedule will be developed approximately a month before the training dates to allow for law firms to schedule personnel in advance.  In addition to the on-site training at the court or Indianapolis Bar Association, LNFS will consider complimentary on-site training during the initial pilot launch period at individual law firms based upon requested dates, number of users to be trained, and proximity to Indianapolis.  Post-pilot launch, law firm training will primarily be done via telephonic and web-based support, which is a complimentary service provided by LNFS.  On-site law firm training post-pilot launch can be provided at a cost to the firm.

E. Initial Pleadings. 
Service of initial pleadings is described in detail in Section II, J above.

F. Appearance. 
Electronic filing of a Notice of Appearance shall act to establish the filing attorney as an attorney of record representing a designated party in a particular case. By filing the appearance, the party officially waives conventional service of documents filed after the initial pleadings and authorizes the electronic service of documents.

G. Format of Attachments and Exhibits. 
Filing Users must submit in electronic form all documents referenced as exhibits or attachments, except as specifically permitted by court rule or order. 

As provided in Section III, D above, some exhibits and attachments cannot be converted to electronic form. In addition to those documents, sealed documents cannot be posted electronically. 

Documents containing information excluded from public access pursuant to Administrative Rule 9, or documents which are ordered to be filed under seal, shall be conventionally filed under seal and designated by the filer as "Not for Public Access Pursuant to Administrative Rule 9(G)(1)" at the time of filing. The un-redacted version shall be filed on light green paper which is conspicuously marked "Not for Public Access," and a redacted version, with confidential information deleted, shall be filed on white paper and available for public access.

To the extent possible and permissible, the CCS will reflect the conventional filing and the docket may contain the redacted version.

H. Certificate of Service. 
If a document is served conventionally upon a party not designated as a Registered User or a party who has chosen to opt out of the electronic filing system, the filing party will file a Certificate of Service (Attachment 5) stating the document served, date and location served and manner of service (personal, first class mail, et cetera). All other documents served electronically shall indicate the same in the Certificate of Service at the end of the document, pursuant to Trial Rule 5(C).

I. Electronic Copies and Electronic File Stamps. 
As described in Section II, J above, when a document is filed electronically, the system will generate a "Notice of Electronic Filing and Service." This Notice shall serve as the court's date stamp and proof of filing.
Once documents have been clerk reviewed and accepted, a date and time stamp will be applied automatically to the documents.  When documents are viewed and/or printed from LNFS, the date and time stamp will appear on the documents.
J. Password Serves as Signature. 
As provided in the User Registration Agreement, the Registered User is responsible for all transactions under his or her password and is obligated to notify the Web Administrator if his or her password is compromised. The login and password shall serve, in part, as the Filing User's signature on all electronic documents filed with the Court. They also serve as a signature for purposes of the Trial Rules, the Local Rules of the court, and any other purpose for which a signature is required in connection with the proceedings before a court.
K. Signatures Other Than Filing User. 

Documents requiring original signatures or more than one signature, and require verification or an unsworn declaration under any rule or statute, shall be filed electronically, with the originally executed copies maintained by the filer. The document electronically filed shall contain a signature, with the electronic signature indicated (e.g. /s/ Jane Doe). The filer shall initially confirm that the content of the document is acceptable to all persons required to sign the document and shall obtain the physical signatures of all persons necessary to the document. The filer may electronically scan and file the document with all required signatures, and shall retain the paper copy of the document containing the original signatures.

L. Filing Consequences. 

As discussed above, the electronic filing of a document by a Registered User, consistent with the relevant rules and Trial Court Rules constitutes filing of the document for all purposes of the rules of court and constitutes entry of the document on the court's docket. The official court record is the electronic recording of the document as stored by the court, and the filing party is bound by the document as filed. Filing electronically does not alter any filing deadlines or any time computation pursuant to the Indiana Trial Rules or the Marion County Rules of Civil Procedure. Filing must be completed as prescribed in Marion County Local Rule LR49-AR16-311 for electronic filing of cases in CC and MF case types in order to be considered filed that day.   
M. Sealed Documents. 

As discussed in Section III, G, sealed documents will be filed conventionally with a Notice of such filing noted on the CCS. The party filing a sealed document also must electronically file a Notice of Manual Filing. No document will be maintained under seal in the absence of an authorizing statute, court rule, or court order.
N. Court Orders. 

As discussed in Section III, D, Orders will be electronically filed and notice sent to the registered users. In the event the case involves a nonregistered user, the court will serve the order conventionally as well, and note the CCS accordingly.

O. Technical Difficulties. 

If an attorney is unable to file a document in a timely manner due to technical difficulties in the LNFS, the attorney must file a document with the court as soon as possible notifying the court of the inability to file the document. A sample document titled Declaration that Party was Unable to File in a Timely Manner Due to Technical Difficulties is Attachment 3.

1) Delayed filings shall be rejected unless accompanied by the declaration attesting to the filing person's failed attempts to file electronically at least two times, separated by at least one hour, after noon on each day of delay due to such technical failure. Questions about electronic filing via the LNFS may be directed to the Help Line. In the event of complete failure of the LNFS to accept documents from all electronic filers for a period of in excess of three (3) hours, as determined by the Web Administrator, all filing deadlines in all cases subject to electronic filing shall be extended until 6:00 p.m. of the first business day following the day the LNFS returns to operation. The date, time and duration of such complete failure, as well as the time and date of the return to operation, shall be posted on the LNFS as soon as possible. Although the electronic filing system will generally be available for filing 24 hours per day, standard maintenance procedures will be required and the system will be offline for short periods of time during routine system maintenance. These offline periods will be scheduled in advance and notice will be posted on the LNFS website. The offline periods will usually occur at night or on weekends.

2) If a statutory or court rule deadline will expire prior to filing and service of a document, case law requires that the party forgo electronic filing and instead file and serve conventionally. 
3) Difficulties with service of documents via electronic filing do not exempt the filer from court or statutory deadlines.
4) With respect to pleadings that initiate a case, an action is not commenced unless and until all the requirements of Trial Rule 3 are satisfied.

P.  Retention of Documents in Cases Filed Electronically 
Filing Users must retain signed copies of electronically filed documents until two (2) years after all time periods for appeals expire.  Documents that are electronically filed and require original signatures other than that of the Filing User must be maintained in paper form. On request of the court, the Filing User must provide original documents for review. 
Originals of documents filed electronically which require scanning (e.g. documents that contain signatures, such as affidavits) must be retained by the filing party and made available, upon request, to the Court and other parties for a period of two years following the expiration of all time periods for appeals.
Q. Entry of Court Orders.
All orders, decrees, judgments, and proceedings of the court filed electronically will constitute entry on the Court’s docket.  A hardcopy version of all judgments shall be entered in the Court’s Record of Judgments and Orders, pursuant to Trial Rule (D).

All orders shall be filed electronically. Immediately upon the entry of an order or judgment in an action assigned to the electronic filing system, a notice of electronic filing will be transmitted to registered filing users in the case, in electronic form.  Electronic transmission of the notice of electronic filing constitutes the notice required by Indiana Rule of Trial Procedure 77(D).  Any order entered electronically without the original signature of a judicial officer has the same force and effect as if the judicial officer had affixed the judicial officer's signature to a paper copy of the order and it had been entered on the docket in a conventional manner. The judicial officer may grant routine orders by way of a text entry upon the CCS.  In such a case, no further document will issue and the CCS entry shall indicate that the Court will issue no further written order. The CCS order shall carry the same weight and authority as a written order signed by the judicial officer. If a party is not represented by at least one attorney who is a registered user, the court must give notice in paper form in accordance with the Indiana Rules of Court.

Attachment 1

Local Rule LR49-AR16-311 

NOTICE OF PUBLICATION OF PROPOSED LOCAL RULES AND REQUEST FOR PUBLIC COMMENT CONCERNING:

ELECTRONIC FILING OF COURT DOCUMENTS
Notice is hereby given that the Marion Superior Court and the Marion County Circuit Court have proposed the adoption of new local rules of procedure. The new local rules are attached to this notice.

Comment from members of the bar and public are requested, and should be sent to Glenn Lawrence, Court Administrator, 200 E. Washington St., Ste T-1221, Indianapolis, IN 46240. 

Comments by the bar and public will be received until July 30, 2009 January 30, 2010.

The proposed rules will be adopted, modified, or rejected by July 31, 2009.January 31, 2010.

The effective date of the new local rules shall be August 1, 2009.February 1, 2010.

Local Rule LR49-AR16-311 

1.
G E N E R A L    P R O V I S I O N S
1-101 Short Title 

These rules may be cited as “E-filing rules.” 

1-102 Definitions 

The following terms in this Rule shall be defined as follows: 

(1) “Electronic Filing Service Provider” (EFSP) means the service provided by Lexis-Nexis or a similar provider for E-filing and E-service of documents via the Internet. The service may be accessed via Internet or in person at the courthouse using a Public Access Terminal.

 (2) “Public Access Terminal” means a publicly accessible computer provided for the purposes of allowing E-filing and viewing of public court records. The public access terminal shall be located in the Marion County Clerk’s office at the courthouse and made available during normal business hours.

 (3) “Electronic Filing” (E-file) means the electronic transmission of documents to the Court, and from the Court, for the purposes of filing.

 (4) “Electronic Service” (E-service) means the electronic transmission of documents to a party, attorney or representative under these rules.  Electronic service does not include service of process or summons to gain jurisdiction over persons or property. 

1-103 Authority 

Electronic filing and electronic service pilot projects are authorized pursuant to Indiana Rules of Court Administrative Rule 16 and approved by the Division of State Court Administration. The rules in this section are adopted by the Marion Superior Court and the Marion County Circuit Court. 

1-104 Scope of Rules 

(1) As of the effective date of this rule, except as expressly provided herein, all civil courts within Marion County may accept electronic filing and service of pleadings and other documents designated in this rule as valid in only MF and CC cases.

(2) The Court and the Clerk’s Office may issue, file, and serve notices, orders, and other documents electronically, subject to the provision of these rules.

(3) The filing of electronic pleadings and other documents is entirely voluntary; however, once the case is initially filed electronically, all subsequent filings in the case shall remain in electronic format until the time for appeal is exhausted.  

(4) Marion Circuit and Superior Courts shall accept the filing of pleadings and other documents in Mortgage Foreclosure (hereinafter referred to as “MF”) and Civil Collection (hereinafter referred to as “CC”) cases designated in this rule by E-file.

(5) The Court shall publish and maintain a list of Courts and cases where E-filing and E-service is permitted and required. 

(6) The following pleadings may be filed and served electronically: 

a) New case complaint and petitions  

b) Original Answers

c) Any other pleadings or document including but not limited to motions and appearance forms.

(7) Sealed documents may not be E-filed and shall be filed conventionally. No document will be maintained under seal in the absence of the authorizing statute, court rule, or court order.

(8) Parties shall E-file a document either:

(a) By registering to use the EFSP; or 

(b) In person at the Marion County Clerk’s office, by electronically filing through the Public Access Terminal.  Parties filing in this manner shall be responsible for furnishing the document in an electronic format that will be compatible with the clerk's office-system to be uploaded in person.

(9) All filing shall comply with the requirements of Administrative Rules 9 and 16; and the Indiana Rules of Court, State and Local. 

(10) Parties shall comply with the procedures and requirements of the Electronic Filing Pilot Project Plan which has been filed with State Court Administration as required by Administrative Rule 16, and which is incorporated in this rule by reference.
1-105 Authorized Users 

For the purposes of accessing the EFSP over the Internet, the following users are authorized to register as EFSP users: 

a) Licensed attorneys and their staff, including paralegals, secretaries 

b) Pro hac vice attorneys 

c) Judges and their staff 

d) Court administrative staff, including technical support staff 

e) Self-represented litigants

 
f) Other public users, including media representatives 

1-106 Electronic Case File 

The Clerk may maintain the original and official case file in electronic format. 

2.
F I L I N G   A N D   S E R V I C E   P R O C E D U R E 


2-101 Registration Requirements 

(1) Persons who are authorized users and who desire to E-file or E-serve shall register with the EFSP.  Upon receipt by the EFSP of a properly executed click-through user agreement, the EFSP shall assign to the user a confidential login and password to the system. Additional authorized users may be added at any time. No attorney or other user shall knowingly authorize or permit his or her user name or password to be utilized by anyone.

(2) Registered users of the system shall notify the EFSP within 10-days of any change in firm name, delivery address, fax number or e-mail address. 

2-102 Time and Effect of E-Filing 

Any pleading filed electronically shall be considered as filed with the court when the transmission to the EFSP is complete. Any document E-filed by 11:59 p.m. local Indianapolis, Indiana time shall be deemed filed on that date. The EFSP is an agent of the Court for the purpose of electronic filing, receipt, service and retrieval of electronic documents. Upon completion of filing, the EFSP shall issue a confirmation receipt that includes the date and time of receipt. The confirmation receipt shall serve as proof of filing. In the event the Court rejects the submitted documents following review, the documents shall not become part of the official Court record and the filer will receive notification of the rejection. Users may be required to re-file the instruments to meet necessary filing requirements.  Documents may be filed through an E-filing system at any time that the Clerk’s office is open to receive the filing or at such other times as may be designated by the clerk and posted publicly.  Documents filed through the E-filing system are deemed filed when received by the Clerk’s office, except that documents received at times that the Clerk’s office is closed shall be deemed filed the next regular time when the Clerk’s office is open for filing.  The time stamp issued by the E-filing system shall be presumed to be the time the document is received by the Clerk.

2-103 Format of Documents 

(1) All electronically filed and served pleadings shall, to the extent practicable, be formatted in accordance with the applicable rules governing formatting of paper pleadings.

 (2) The electronic document title of each pleading or other document shall include: 

(a) Party or parties filing/serving the document, 

(b) Nature of the document, 

(c) Party or parties against whom relief, if any, is sought, and 

(d) Nature of the relief sought (e.g., Defendant ABC Corporation’s Motion for Summary Judgment) 

2-104 Payment of Filing Fees 

(1) Registered users shall pay statutory filing fees for E-filed documents electronically to the Court through their EFSP. Filing fees are due and payable at the time of filing. 

(2) The initiation of an ACH transaction for payment of filing fees shall be deemed to be equivalent of the filing party tendering a check to the clerk for payment of filing fees.

(3) An EFSP may charge registered users additional fees to deliver, access and use the service. These fees shall be payable to the EFSP at the time of filing and are in addition to statutory filing fees. 

(4) An electronic E-filing system fee may be established by the City of Indianapolis and Marion County City-County Council as provided in Administrative Rule 16(D).

2-105 Signatures

Every pleading, document, and instrument electronically filed or served shall be deemed to have been signed by the judge, clerk, attorney or declarant and shall bear a facsimile or typographical signature of such person, along with the typed name, address, telephone number, and Bar number of a signing attorney. Typographical signatures shall be treated as personal signatures for all purposes under these rules. Documents containing signatures of third-parties (i.e., unopposed motions, affidavits, stipulations, etc.) may also be filed electronically by indicating that the original signatures are maintained by the filing party in paper-format.  Unless otherwise ordered by the Court or Clerk, a printed copy of all documents filed or served electronically, including original signatures, shall be maintained by the party filing the document and shall be made available, upon reasonable notice, for inspection by other counsel, the Clerk or Court. Parties shall retain originals until two (2) years after all time periods for appeal have expired. From time to time, it may be necessary to provide the Clerk or Court with a hard copy of an electronically filed document. 

2-106 Electronic Orders

All orders shall be filed electronically.  Immediately upon the entry of an order of judgment in an action assigned to the electronic filing system, a notice of electronic filing will be transmitted to registered filing users in the case, in electronic form.  Electronic transmission of the notice of electronic filing constitutes the notice required by Indiana Rule of Trial Procedure 72 (D).  Any order entered electronically without the original signature of a judicial officer has the same force and effect as if the judicial officer had affixed the judicial officer’s signature to a paper copy of the order and it had been entered on the docket in a conventional manner.  The judicial officer may grant routine orders by way of a text entry upon the CCS.  In such a case, no further document will issue and the CCS entry shall indicate that the Court will issue no further written order.  The CCS order shall carry the same weight and authority as a written order signed by the judicial officer.  If a party is not represented by at least one attorney who is a registered user, the Court must give notice in paper form in accordance with the Indiana Rules of Court.  All orders, decrees, judgments, and proceedings of the Court filed electronically will constitute entry on the Court’s docket.  A hard copy version of all judgments shall be entered in the Court’s Record of Judgments and Orders, pursuant to Trial Rule 77 (D).

2-107 Electronic Service 

(1) Delivery of E-service documents through the EFSP to other registered users shall be considered as valid and effective service and shall have the same legal effect as an original paper document. Recipients of E-service documents shall access their documents through the EFSP.

(2) E-service shall be deemed complete when the transmission to the EFSP is completed.

(3) For the purpose of computing time to respond to documents received via E-service, any document served on a day or at a time when the Clerk’s office is not open for business shall be deemed served at the time of next opening of the Clerk’s office for business.

(4) Parties who register with the EFSP must consent to receive E-service documents, other than service of subpoenas or summons. 

2-108 System or User Filing Errors 

The Court shall deem the E-filing Internet site to be subject to a technical failure on a given day if the site is unable to accept filings or provide access to filed documents continuously or intermittently over the course of any period of time greater than one hour after 12:00 noon of that day.  The Clerk shall document any technical failures on the site.  When filing by electronic means is hindered by a technical failure, a party may file with the Clerk of Marion County in hard copy.  With the exception of deadlines that by law cannot be extended, the time for filing of any paper that is delayed due to technical failure of the site shall be extended for one day for each day on which such failure occurs, unless otherwise ordered by the Court.

Attachment 2

(A) User Agreement with the Circuit and Superior Court of Marion County

POLICY DATE: 2/8/10
Terms of Use
In order to register for an account with the Marion County, Indiana Electronic Filing System (eFiling), you (User) must accept the terms of use below. This serves as your agreement with the Marion County, Indiana courts for the purpose of electronically filing court case documents using the eFiling system and will remain in effect as long as you are an active registered user. Failure to accept these terms will result in denial of access to the eFiling system. Failure to adhere to these terms may result in revocation of access to the eFiling system.
User accepts and agrees to the following:
User Accounts
· To provide accurate and complete information as required by the Office of the Court Administrator, Marion County, Indiana. (OCA). 
· Each filer registering with the Marion County, Indiana eFiling system must agree to the provisions of the End User License Agreement (EULA) to be signed with the Court’s Electronic Filing Service Provider (EFSP). EFSP means the service provided by Lexis-Nexis or a similar provider for E-filing and E-service of documents via the Internet. The EULA contains provisions required by the eFiling system. You are required to accept the EULA before you can use the eFiling system.

· To promptly notify the OCA of any change to User's profile information including, but not limited to, any change in name, address, firm affiliation or status as a member in good standing of the Indiana State Bar.
· Not to use or attempt to use a user ID that is obscene, offensive, potentially libelous, or deceptive. A deceptive user ID includes, but is not limited to, a user ID that could be construed to give a false or misleading impression of the individual owner's identity or association with any other legal entity.
· To be bound by and follow the eFiling rules set forth at <INSERT WEB ADDRESS HERE> Click here to access the rules: <LOCAL e-FILING RULES WEB ADDRESS>
· That only a natural person will be issued a user ID, and an individual may have only one active user ID at any given time.  
· To notify the OCA immediately of any breach of user ID security, including any use of the user ID by an individual not expressly authorized to do so by User.
· That User shall be responsible for the security and use of the user ID and password. Any electronic filing or other interaction with the eFiling system by that user ID and password shall be deemed to be made by User or with User's express authorization. 
· That a user ID and password may not be transferred to anyone. Upon cessation of use of a user ID by the individual to whom it originally was assigned, User agrees to notify the OCA immediately to terminate the user ID.
· To suspension of User's account by the OCA if the OCA determines that there is any misuse, abuse or fraudulent use of the account. Service will also be suspended if any information provided during the account registration process is false or fraudulent. 
· That misuse, abuse or fraud may also result in civil liability, criminal prosecution, a grievance being filed with the appropriate licensing agency or any combination thereof.
· To cooperate with the OCA and law enforcement during investigations into misuse, abuse or fraud. 
System Use
· Electronic filings are governed by all provisions of the Supplemental Rules of Practice and Procedure for the Marion County, Indiana eFiling Pilot Project (the "eFiling Rules").
· To submit court filings electronically only for civil court cases for which User is an attorney of record or an active party.
· Registered users are bound by the Registered User Agreement, which will be posted on the LNFS, and registration also constitutes the following:

· The registrant's consent in compliance of AR 16(C) to receive service and/or notice electronically and a waiver of the right to receive service and/or notice by personal delivery or first class mail, including notice of the entry of an order or judgment under Trial Rule 72, except with regard to service of a summons and complaint under Trial Rules 4-4.17.
· An affirmation that the registrant will endeavor to file all documents electronically.

· The registrant is responsible for all transactions under his or her password and is obligated to notify the Web Administrator if his or her password is compromised.

· That use of the eFiling login process with a user ID and password, followed by submission of electronic documents to the eFiling system, constitutes User's "signature" for the purposes of Administrative Rule 16 Appendix Section III J of the Indiana Rules of Civil Procedure.
· That case summary information for all cases in the eFiling system will be viewable by anyone with an account, but only the counsel of record and parties to a case can access the documents electronically filed for that case.
· That all documents filed by and information provided to the eFiling system by User is subject to applicable Administrative Rule 9, and may not be designated confidential, proprietary, or otherwise protected from public disclosure.  
· That unavailability of the eFiling system shall neither constitute a basis for an extension of time in which to file any matter with the court nor in any way affect any applicable statute of limitations. In the event of any unavailability of the eFiling system, User agrees that time-sensitive documents must be filed in hard copy with the clerk of superior court in order to meet any applicable deadline.
Technical
· That the OCA may deploy updates or modifications to the eFiling system at any time, with or without prior notice, and that User's continued use of the eFiling system to file documents electronically with the courts constitutes acceptance of the system as updated or modified.
· That the OCA may delay, limit, or deny access to the eFiling system due to system outages, scheduled maintenance and backups, or unforeseen events that may occur. 
· That the OCA will make reasonable efforts to provide prompt notice of any denial of access and the anticipated duration of such denial of access, but failure of the OCA to give such notice shall not constitute a waiver of any part of these Terms of Use or justification for User's failure to comply with the eFiling Rules, the Marion County, Indiana Rules of Civil Procedure, the Revised Rules of Professional Conduct, or the Marion County, Indiana General Statutes.
· To use software for document production and access to the eFiling system compliant with the eFiling Rules and the OCA's recommended specifications, as updated periodically on the OCA's website.
· That User assumes all risk and waives any claim for damages against the OCA resulting from use of the eFiling system. 
Your Acceptance of This Policy 
Use of the eFiling system implies consent to the terms of the OCA’s user and payment policy.  If you do not accept this policy, you will not be able to use the eFiling system.

 Statutory Filing Fee

Some court documents require payment of a statutory filing fee.  The eFiling system supports online payment of fees paid directly to the Electronic Filing Service Provider (EFSP).
The eFiling system displays the filing fee amount at the time of filing. Use of the eFiling system to pay the filing fee and electronically file constitutes your consent to charge the account associated with your user id with the amount of the filing fee. 

Processing Fee

In addition to the statutory filing fee, a processing fee is assessed.

The eFiling system displays the processing fee amount at the time of filing.  Use of the eFiling system to pay the filing fee and electronically file constitutes your consent to charge the account associated with your user id with the amount of the processing fee.

Payment Information Security

LexisNexis, the OCA’s payment processing vendor, has safeguards in place to protect the security and privacy of your personal information.  LexisNexis uses industry standard technology for secure online transactions to encrypt your payment information while it is transmitted over the Internet between your computer and LexisNexis’s website servers. 

Dispute Settlement 
Contact LexisNexis, the payment processing vendor, to dispute a charge to your account.  The toll-free number is 1-800-543-6862.

Neither the OCA nor the Clerks of the Circuit and Superior court will be responsible for handling any payment disputes.

Miscellaneous
· That changes to these Terms of Use are within the sole discretion of the OCA. Any change in these Terms of Use will be posted on the Marion County, Indiana Courts website (courts.indy.gov). Continued use of the eFiling system following the posting of changes constitutes User's acceptance and agreement to the changes.
· That, by use of the eFiling system, User acquires no ownership or intellectual property interest in the eFiling system, its content or related materials, including, but not limited to user IDs or passwords; user profile information; documents filed electronically; user interface design, format or content; titles or terminology; logos or other artwork; or training materials and documentation. User agrees that all such intellectual property is the sole property of the OCA or of the vendor selected to develop or host the eFiling system, and that no such content may be reproduced without permission.
· Not to develop, produce or disseminate any derivative work or product based upon or intended to interact with the eFiling system without permission of the OCA and any vendor selected to develop or host the system.
· Not to employ any software that collects, intercepts, or otherwise "mines" information or content from the eFiling system.
· That these Terms of Use, their situs and forum, shall be Marion County, Indiana, where all matters, whether sounding in contract or tort, relating to its validity, construction, interpretation and enforcement shall be determined, governed, and construed in accordance with the laws of the State of Indiana.
· That the continuation or any renewal or extension of the eFiling system is dependent upon and subject to the allocation, availability or appropriation of funds appropriated to the OCA.
· That if any section of this Terms of Use shall, for any reason, be held invalid or unconstitutional by any court of competent jurisdiction, such portion shall be deemed a separate, distinct and independent provision and shall not affect the validity of the remaining portions of this contract.
· That the failure of either party to enforce any term of this Terms of Use on one or more occasions will not constitute a waiver of the rights or remedies of either party to enforce such or any other term of this Agreement on any other occasion.
· That these Terms of Use shall survive for as long as the User has an account for eFiling, is a party in an action that is filed using the eFiling system or is counsel for a party in a case that is filed using eFiling.  
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(B) LexisNexis User Registration Form 
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Declaration that Party was unable to file in a timely manner 
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Schedule of Fees and Charges
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· Certificate of Service

· Sample Notice of Manual Filing

· Notice of Electronic Filing and Service – Transaction Receipt Example
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Training Plan

For the Marion County courts, LexisNexis will complete a workflow analysis to identify impacted departments and training needs for personnel in impacted departments. LexisNexis identifies impacted users at both law firms and courts who will need e-file training. Typically this includes judges, clerks, court coordinators, law clerks, paralegals, legal secretaries and attorneys.

A typical training plan consists of:

Workflow analysis of clerk and court processes

Proposed modifications of workflow proposal and sign-off by Court Management

Basic end-User and IT staff technical training

User documentation

Follow up training and ongoing support provided by local account manager to Court staff and IT staff as necessary

LexisNexis employs experienced trainers to provide training support to both courts and law firm users. eFile training is free for all users. A variety of methods are used to facilitate training:

[image: image1.png]Method Detail

Seminar/Group Trainers provide education seminars of LexisNexis File
& Serve services. benefits and use of the system.

Onsite Trainers go to courts and law firms to provide hands on
training for both beginners and advanced users.

‘Web-based ‘Web based training is available to all users on a regular

weekly schedule or in private sessions. Web-based
training allows users to join a trainer in a virtual training
room on the internet.

Telephonic Telephonic training (primarily used for tips/tricks and

support) is also supported by training and customer
service staff.





Training is provided on an ongoing basis to new users, when new features are released and as continuing education courses.
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LexisNexis Customer Support

LexisNexis Customer Support is available via a toll free number 24 hours a day, 7 days a week, 365 days a year (with the exception of the Christmas Holiday when the call center is available all hours except 6:00PM ET Christmas Eve until noon ET Christmas Day.) The Customer Support staff of over 400 professionals, located in Dayton, Ohio, possesses a variety of education and work experiences, including:

· Attorneys and Paralegals

· Technical Experts

· Financial Planners and Stock Brokers

· Individuals with degrees in Political Science, History, Communications, Journalism, Business

· Administration, Marketing, Economics and Accounting
In addition to the Dayton call center, LexisNexis provides second level support from their Bellevue, Washington office where the product resides. Customer Support Representatives specialize in the following basic areas: Legal/Usability, Technical and Operations. Set forth below is a general breakdown of the types of experience and expertise possessed by individuals in these Customer Support Representative categories.

Legal/Usability Support

Legal Research Associates address questions related to e-filing, legal search strategy, materials, and features. Approximately 90% of these individuals are JDs and most of these JDs are licensed attorneys. The remaining Legal Customer Support Representatives are experienced paralegals. Many of their Legal Customer Support Representatives have practice experience including law firm, corporate counsel, and judicial law clerkship gained prior to joining LexisNexis. All of our paralegals have extensive paralegal practice experience.

Technical Support

Customer Support Technical Support Representatives are technical experts who respond to technical questions regarding hardware, software and telecommunications, providing assistance with installation, configuration, set-up and troubleshooting, etc. The majority of the technical staff has degrees in disciplines including Management Information Systems, Computer Science and Business Administration. These representatives have practical work experience as Systems Administrators, Application Programmers, Internet Service Support Providers and Technical Support Representatives.

Operations Support

Operations Support Representatives have a variety of degrees and levels of expertise. They respond to questions related to systems operations such as signing up for services and billing questions. Preferred background for a position in the Operations group includes a Bachelors Degree in Communications or Business, or MIS, or equivalent work experience, and at least two years of customer support experience, preferably telephonic.
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Disaster Recovery Plan and Architecture

SECURITY & TECHNICAL REQUIREMENTS

The filing and service of legal documents is an important process that deserves a higher level of security than other kinds of more casual communications like the sharing of personal or business information.  In fact, we believe it is instructive to think of a “judicial grade” level of security for filing and service. Our security model includes multiple layers including user, document/data, and the network/facilities protections. 

LexisNexis File & Serve incorporates a robust set of security measures to protect the integrity of the documents and data managed by the system.  

The underlying focus for LexisNexis File & Serve security measures include:

· Managing access to documents and the case information

· Assuring the reliability and availability of the system so that information is always available

· And preventing the loss, corruption, or destruction of documents and data

Network Security

All servers are behind up to four secure devices (border routers, firewalls, secure switches, NAT load balancers, etc); additionally each server has a redundant network connection to ensure its availability.  The number of devices that a server is behind depends on what its function in the network is.  Servers that users interact with directly are behind a border router, switch, firewall, and NAT load balancer.  These servers contain no user information in the form of data or documents.  Servers that contain user data or documents are further removed from the Internet by another network.  Additionally, access to the production network for LexisNexis employees is limited to the operations staff and secured by a VPN device.  

Additional network security is provided by an Intrusion Detection System (IDS).  The IDS monitors all network activity and alerts the operations staff to network traffic that could be unauthorized.  A specialized database IDS system sits in front of all database servers and protects against potentially harmful activities that may be directed at the database servers or data.

All firewall logs are analyzed by the security team for abnormal activity or unauthorized access.  Proactive measures are in place to block unauthorized access at the edge of the network.

Also, additional server security is provided by weekly Vulnerability Assessment scans.  The VA scans are run against all internet facing servers to verify that there are no known security vulnerabilities present.  In the case that vulnerability is identified, the operations staff is alerted immediately so that the vulnerability can be corrected.  

All traffic entering and exiting a server is scanned real-time for viruses, worms and other potentially harmful files.  In the event that a harmful file is found, the operations staff is alerted immediately so proper action can be taken.  All servers are updated on a daily basis with the latest anti-virus signatures.

Telecommunications  

The LexisNexis® File & Serve production network is connected to the Internet via two separate physical connections using both fiber and copper technology.  This type of connectivity removes the probability of lease line failure between LexisNexis File & Serve and the Internet.  
Internet access from the courts and individual users is dependent upon expected volume and number of users.  As such, it is important to have dedicated versus switched access and as much bandwidth as possible.  Locations with multiple and simultaneous users should consider a direct T1 circuit for access to the Internet.  There are other options available that do not require T1 access, including DSL, cable modem, fractional T1, and dedicated ISDN.  

Access to an Internet Service Provider (ISP) is also a key component of success for electronic filing.  Dial-up ISP access is an acceptable means of connectivity to LexisNexis File & Serve as long as the user understands the data delivery capabilities through the dialed system.  LexisNexis File & Serve will assist the courts and users in managing the expectation of electronic data delivery in general and specifically with regard to electronic filing.
Data Center 

All production system hardware is located at the LexisNexis state-of-the-art facility in Miamisburg, Ohio and incorporates redundant power sources, air conditioning units and multiple conduits to the appropriate telephone company point of presence.  The facility is a limited access data center complete with controlled physical access, environmental controls, fire suppression, battery backup, and standby generators.  A full-time security staff is onsite 24x7x365 with full-time video monitoring of all datacenter facilities.  The hardware and application are monitored on a 24/7 basis with alerts going to a 24x7x365 Operations Center.  
Document Storage

While the LexisNexis File & Serve system is used mainly for the electronic filing and service of documents, the system also provides for the storage of documents.  Data items are collected during the electronic filing process, which become the main data elements in a fully relational SQL database at the LexisNexis production facility.  As users “attach” their documents for filing, the files are uploaded to the LexisNexis File & Serve system.  

Each filing is retained in its native format, as well as being converted into Adobe® PDF.  The original document and associated PDF are retained by LexisNexis File & Serve and stored on fault-tolerant servers that utilize clustering and data mirroring to ensure document availability.  Additionally, system backups are performed on a daily/weekly basis and are stored at a remote datacenter.  Documents filed using the LexisNexis File & Serve system remain online indefinitely and are constantly available to users of the system.

In addition to the standard backup processes, documents are continually replicated to the remote datacenter.  This is to provide a hot fail over in case of a hardware failure in the primary document store.  At the end of each day the documents are reconciled against the databases to ensure that we have all of the documents we are supposed to.  At the end of the document audit, the primary and secondary document stores are reconciled to ensure the integrity of the storage systems.

The system supports the capability for the court to possess an electronic copy of any documents within the system.  LexisNexis File & Serve can provide these documents to the court for onsite storage via an FTP (File Transfer Protocol) mechanism.  To facilitate an upload into the court’s case management system (CMS) and/or document management system (DMS), XML information concerning the document will be included in the file header.

Applications

LexisNexis File & Serve uses industry standard Internet design and development tools (e.g. ASP, ASP.Net, HTML and SQL). Operating on the Internet allows software upgrades to be fashioned on the File & Serve server and made immediately available to all subscribers. Centralized applications eliminate the need to individually upgrade software or hardware on user PCs. The only general requirement is that subscribers maintain an updated version of an approved browser.

Patches and Upgrades

All servers are patched on a monthly schedule.  In the event a vendor releases a high critical update, steps are taken to deploy it outside the normal deployment process.

Data Replication

General

The LexisNexis File & Serve application’s key components are databases and documents.  The databases contain user authentication information, case data, party lists and other data required to complete a filing.  Documents, for the purpose of this discussion, are the original documents that the user uploads and their PDF versions created by the LexisNexis File & Serve system.  Both of these components, databases and documents, must be accurately represented in order for the system to be usable.

Database Replication

The File & Serve system hosted in Miamisburg, OH replicates its databases using SQL log shipping every 10 minutes to a secondary site in Springfield, OH.  This is done across high speed dedicated network circuits.  While this replication method is bandwidth intensive, it is required to maintain data integrity.  

Document Replication

Documents are replicated in near real-time.  Documents are not replicated in real time because our system allows users to change documents up until the point that they actually complete the filing process.  Within minutes of the completion of the filing process, the documents are replicated to the secondary site.  As an additional check, documents are reconciled between both locations every night to ensure all documents transferred correctly and that there were no documents missed.

Source Code Replication

The entire source tree of the LexisNexis File & Serve system is replicated to the Springfield facility daily to ensure that development can continue in the event of a catastrophe.

Semi-Critical Failures

· Redundancy: All critical system components are redundant.  For hardware we have multiple sets of equipment configured to perform the same task.  In the event of a failure in the primary equipment the secondary equipment can continue processing.  For data and server configuration, our information is stored in a storage area network (SAN) that provides RAID security plus a mirror of the entire RAID set.  The table below is an overview of our system redundancy.

	Item
	Redundancy

	Internet Connection
	Dual

	Firewall
	Dual

	Load Balance
	Dual

	Network Equipment
	Dual

	Document Storage
	Dual*

	Database
	Dual*

	Doc Conversion
	32x


*In addition to hardware redundancy, our storage area network (SAN/NAS) provides full redundancy of both data and server configuration.

· Equipment Spares: Spare components are on hand to allow for quick fixes to failed servers.
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City-County General Ordinance No. 99, 2009

Marion Superior Court Equipment Fund
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Clerk of Marion County

Office Business Hours
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Proposed contract Marion Superior Court and Lexis Nexis
� These services are provided as additional add-on from LexisNexis and not part of the e-filing system. Users can choose to avail of these services if they wish or perform these on their own.
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